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Cisco Network Security Little Black Book

This book provides internetworking professionals with a detailed guide for designing, maintaining, and implementing a secure
network using Cisco routers. It coversimportant topics such as TCP Intercept, Inivast Erverse Path Forwarding, Context-Based
Access Control, Port Application Mappin, and IPSec. In addition, it presents you with practical examples of each, detailing the steps
involved, so that you can have these terminologies up and running on your network in no time.

This book with help you learn :

- AAA Security Technology

- TCP Intercept

- Unicast Reverse Path Forwarding

- Context-Based Access Control

- Port Application Mapping

- IPSec - Cisco Encryption Techonology

- Session Filtering with Reflexive Access Lists

- Lock and Key Security with Dynamic Access Lists
- Secure router-to-router communications

- Logical Interface Security MARKET

- Network security administrators

- Security administrators wanting to improve their security skills on Cisco routers Anyone preparing for the CCIE lab test
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